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Other data collection is by exchange between service and other professionals 
working within adoption.  

 
b) Explain any mechanisms that will allow you to amend or append data that is 

found to be inaccurate (ie: DQ errors in recording): Council databases are 
editable and correctable in appropriate circumstances. They are however ‘locked 
down’ to prevent unauthorised deletion editing or amending. 
 

Principle 5: Personal data must be kept in an identifiable format for no longer than 
necessary: 
 
Data to which this transitional arrangement applies will continue to be held by the 
Council until data retention or deletion schedules are triggered. Data transferred to 
Adoption West is covered by other documents in the suite of governance arrangements.  

 
 
Principle 6: Personal data must be protected against unauthorised / unlawful use, 
accidental loss, damage or destruction: 
 

a) Explain any technical security measures that will be put in place to protect the 
data: Security for the named individuals will be no different after status change to 
before, as access will be in same systems on same IT structure and same 
hardware. No additional risk is identified by this working arrangement. 

 
b) Explain how you will make data users (staff) aware of any security measures or 

procedures they will need to follow: The relevant staff are already employed by 
the council and will be fully aware and compliant with current security measures. 
 

7. Personal data will be processed in accordance with the individual’s data 
protection rights:  
 

a) Explain, where relevant, how requests from individuals wanting to exercise their 
rights, will be managed. Data subjects’ requests to implement any of their specific 
rights will be met by the controller of the relevant data accordingly. Adoption West 
will transfer any such requests in relation to Wiltshire Council held data, to the 
Data Protection team at the Council. 

 
8. Personal data will not be transferred outside the European Economic Area 
(EEA) without guaranteed adequate privacy protections: 
 

It will not. 

9. The authority must be able to demonstrate how they are complying with the 
Data Protection Act 2018 & GDPR: 
 

a) Explain what (if any) governance documents will be required to support the data 
processing (eg: Information Sharing Agreements, Data Processor contractual 
clause etc): In addition to the policies and procedures followed by the Council, a 
full suite of documents has been created to establish the data processing and 
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business arrangements of Adoption West as they relate to Wiltshire Council (and 
the other Local Authorities.) These include a full sharing agreement, a 
commissioning agreement, a members’ agreement, articles of association, and 
service delivery contract. 

 
 

 

 










